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Abstract

CUCM 10.x - is a true Call control platform for Voice and Video Collaboration. This
session discusses the migration of existing VCS video implementations to a

CCUM environment, to deliver on Cisco's vision of true video collaboration anywhere
in the organisation.

It creates a platform for a seamless end user experience across multiple video
technologies, such as immersive TelePresence, multipurpose room systems, video
telephony, and mobile video systems. We will delve into implementation and migration
examples to give the audience a good grounding for their own migrations and
deployments.

This breakout will cover the entire TelePresence solution including CUCM, VCS,
TelePresence Server, Expressway, MCU, TMS and endpoints.

Cisco (lVf/
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Why Do We Need A Preferred Architecture
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For Your

Collaboration Preferred Architecture (CPA)@ Reference

http://www.cisco.com/c/en/us/solutions/enterprise/design-zone-collaboration/index.html

Figure 1.  Cisco Preferred Architecture for Enterprise Collaboration
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Design Guidance Rofaronce

Cisco Preferred Architecture

Woridwide [change] Login | Account | Register My Cisco | v
i

. . cisco Eroducte & Services Support How to Buy Tralning & Events Partners Y
- Preferred Architectures provide

prescriptive design guidance —
th at SI m pl Ifles and d rlves SOLUTIONS Deploy Collaboration for the Enterprise % !
\

ENTERPRISE Learn about the preferred architecture and system design for deploying Cisco

design consistency for Cisco e e \ s
- Design Zone for Collaboration W \ - =
Collaboration deployments. y K

Find gui on how to your through services,

Design Zone for Collaboration

such as Cisco Unified Communications, Video Collaboration, and Contact Center.

° P re fe rre d A rC h i te Ct u re S a re ' ICII 'SI éIO' ' Design powerful, comprehensive, and scalable collaboration architectures with help

from Cisco Preferred Architectures and Cisco Validated Designs (CVDs).

targ ete d at th e C O m m e rC Ial y v’?)LElglAC-T:D These guides provide the framework for systems design based on common use cases

or current engineering system priorities. Cisco engineers have tested and documented

CO m m e I'Ci al S e I e Ct an d S m al I :::‘:);:r\"/:nl‘r\ order to help ensure a faster, more reliable, and more predictable
E nte rp ri S e C u Stom e rS ) b Ut C an Preferred Architecture Guides
b e u S e d aS a d e S I g n b aS e fo r Preferred Architecture design overviews offer a prescriptive, end-to-end architecture. Each document provides an understanding of

the individual products and their roles in the overall architecture, along with basic design best practices.

| arg e r C u Sto m e rS Cisco Preferred Architecture for Enterprise Collaboration - October 2014 (PDF - 4.4 MB) |*
.

Cisco Preferred Architecture for Enterprise Collaboration CVD - October 2014

Cisco Preferred Architecture for Midmarket Voice (PDF - 5.8 MB) |*
Cisco Preferred Architecture for Video - October 2014 (PDF - 5.1 MB) |*

Cisco Preferred Architecture for Midmarket Collaboration (PDF - 6.9 MB) |*

Cisco (l V&/
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Video Architecture o
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Traditional Traditional Strategic Direction

VCS-Centric UCM-Centric

Call Control VCSs-C ucm ‘ ucm ucm
SIP Registration VCS-C ucM ‘ ucM ucMm
H.323 Registration VCS-C ucMm ‘ VCS-C (for legacy only) VCS-C (for legacy only)
Conductor for Adhoc &
. Rendezvous
Conferencing Control VCS-C ucMm Conductor
‘ VCS-C/CUCM for Scheduled
Conferencing Bridge MCU CTMS ‘ TS and MCU TS
Conference Scheduling ™S CTS Manager ‘ ™S ™S
VCS-E and/or .
Remote Access VCS-E ASA T Expressw ay Series
Provisioning T™S ucm ‘ TMS and Prime Collaboration Prime Collaboration
Management T™S UCM ‘ Prime Collaboration Prime Collaboration

Cisco (lVf/
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Deployment Models

Existing deployment

MCU e H.323
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Deployment Models
Existing deployment

Typical existing VCS centric deployment:

* An instance of TMS 14.5 with some managed endpoints configured. Used for
endpoint management, provisioning, phone books and scheduling

* An instance of TMS PE 1.3 installed with Movi users provisioned.

* VCS-C for call control. Configured in TMS for provisioning use (TMS agent).
Also VCS-E for Collab Edge. Both version X.8.2.1.

» TelePresence MCU registered on VCS and added in TMS

Cisco (lVf/
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Deployment Models ®
. \wport8¥
Assumptions
 Existing deploymentis a basic « TMS Provisioning users are
VCS deployment. being pulled from Active

« MCU are used for scheduled Directory.

calls. » Jabber is replacing Jabber

. conductor and TelePresence Video for TelePresence (Mowi).

Server is not part of the « EX devices are managed as
migration. systems not via provisioning.

« Migration of endpointsonly as
first phase.

Cisco (lVf/
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Deployment Models

Post migration deployment

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 14
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Deployment Models

Post migration deployment
Example of a typical Unified CM centric (post migration) deployment:

* Prime Collab Manager for endpoint managementand user provisioning

TMS for phone books for endpoints and scheduling

CUC and IM&P for voicemail, instant messaging and presence
Unified CM for Call Control

Endpoints registered on Unified CM (SIP) or VCS-C for legacy H.323
SIP Trunk betweenUnified CM and VCS-C

VCS-E for Firewall Traversal/B2B breakout

* MCU registeredon VCS-C

Cisco (lVf/
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Deployment Models

Considerations 4

* For some customer deployments it will make sense to migrate now — for some it
might make sense to wait.

 Hybrid or combination of models might still be valid — there is not necessarily
one modelthat fits all customer scenarios.

 Strategic directionis UCM as Call Control platform.

« Customers are expected to approach migrating in steps — typically endpoints
first and infrastructure later.

Cisco (lVf/
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Overview of Process

Verify the Existing Deployment

Collect data for Migration

Prepare the Migration

Pre-deploy New Components

Add configuration to existing Components

Migrate Systems

Testing the Migration

Cisco (l Vf/
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Verify Existing Deployment

» Understand current configuration and fix any outstandingissues.

* Verify the compatibility of various devices in your network (Compatibility Matrix)
including software levels of endpoints (TC5 or newer).

* You may migrate endpointsto an existing or new UCM.

Cisco (l V&/
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Collect Data for Migration
Export of systems from TMS

 Discover and collectthe required information from the endpoints

* For the endpoints the main informationrequired is the DN/SIP URI, MAC
address and system type.

'] Phone Books

f| Poral (#+ Booking &' Monitoring l.? Systems &:. Reporting )"‘/ Administrative Tools 7 B os

System Overview You are here: * Systems * System Overview

= |

Information =
System Overview allows you to view specific parameters on specific systems. In the left pang
want listed for each of the selected systems. The parameters System Name, IP Address and 5| +1 Ik, B | g
cisco TelePresence Management Suite |
e It Poral 44 Booki ' Monitori il Syst I'I‘] Ph Book: Reporti = Administrative Tool
(. I . o
e e +/ Poral {*4 Booking & onitoring l.';_ ystems | Phone Books & Reporting f ministrative Tools =
E- (@l [[] Discovered Systems s!(gtem Overview You are here; * Systems * System Overview
(@[] Endpoints
(- (@ [7] Infrastructure SystemD  System Name IP Address  Status  Description  P-ZonelD  Name Software Version  Specific System Type Description  E.164 Alias  H.3231D s
20 SX20 in Datacenter  10.1.2.200 Idle ND SX20 in Datacenter TC7.1.4.903e4a9 Cizsco TelePresence SX20 4085552200 sxZ0@siteb.com 00
< 11 ] 3
[ Export to Excel |[ cancal |

- [T SIP Settings.

1

|®| P B o SystemOverview_3_20140905003852 [Protected View] - Microsoft Excel (Unlicensed Product) = 2
] Home Insert Page Layout Formulas Data Review Wiew 2 e o [ R
i AL | fe | System ID %
A B | C D E E G | H | | i
1 |System 1D System Name IP Address Status Description |P-ZonelD Name Software Versic Specific System E.164 Alia
2 |20 5X20 in Datacen 10.1.2.200 ldle MD S¥20 in Dataceni TC7.1.4.908e4a9 Cisco TelePreser 408555220 » /
3 iscollVZ,
Cisco ’
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Collect Data for Migration

TMSPE — discovery of AD connectiondetails

 Discover the AD settings and filters used to provision the Jabber Video clients
(and for authentication) - assuming that emailis the URI format for users.

BRKUCC-2676

© 2015 Cisco and/oritsaffiliates. All rightsreserved.
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cisco TelePresence Management Suite
f#) Potal (i) Booking & Monitoring [l Systems [T) PhoneBooks & Repoting J~ Administrative Toold User Im pcrt
Users Yollfire|
 Users and Groups User Settings |
e 2 z
Type: | Active Directory (AD) ~
Name Pattern offn
g addGroup G AddUser 9 Reload Video Address Pattern {emai} (¥ cisco T Hostname: | 10.1.2.120 |
~ 23 root Caller ID Pattern Jl oot
 —, — Port: | 3268 |
2 dmnistrztor Device Address Pattern {device.model@siteb.cor Cisco T —
2 Aox Aco Image URL Patter 8 ot Username: | SITEB\Administrator
& Blake Bad |
5 Bt 9 Reload - i
2 o welch Patoword: | sssssssss
S Cindy Cool User Import :
| Base dn: | dc=siteb, de=com
& Jim sheppard @ User import fished successfuly Thu Aug 21 2014 07:12F GMT-0400 (Eastemn £
G sz Abbot Processed 14 users in 1 groups. (Created: 0, Updated: 0, Ifved: 0, Deleted: 0) Relath.e SEarch dn: | |
S Nancy Fox |
& raulsme ® Stortmport 5 Test men Search filter: | (rrail=*) |
S Samantha Miler =
& scott smith Configuration Templates
S Thaddeus Bard
No assigned configuration templates. .@ CDDF ﬁﬂ‘m parent '-E Save x Cancel
Configuration Templates
admin (tms\administrator) Server Time: 05:45 AM SiN: 80A00001 (TMS) Version: 14.4.0 I

Cisco (( V&/
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Collect Data for Migration

Discover License configuration

» Discover TMS license configurationfor license conversion.

Licenses and Option Keys
Licenses
Total System Licenses: 100
Available System Licenses: 58
Total Provisioning Licenses: 25
Avwailable Provisioning Licenses. 25
Used Provisioning Licenses: ]

I Option Keys

[T 113512M25-1-ESCEBCAL - Cisco TMS Provisioning Extension (25 active clients/devices)
[T 1138125100-1-TDC40EBE - Systems (100 systems)

[T 113812W1-1-AC1F258E - WebEx Integration

| Deiete || AddOptionKey |

Cisco (l pr/
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Collect Data for Migration

Discover License configuration

Migration program: http://www.cisco.com/go/cucmupgrade

alialn
cisco Cisco Unified Communications Manager Upgrade

Migrate to latest Cisco Unified Communications Manager 9.1/10.5 or
higher.

Introducing VCS to Cisco Unified Communications Manager Program.

Learn More

'r

Drive to Collab is a comprehensive program designed to help Cisco customers upgrade their current Cisco Unified Communications Manager (UCM) or Virtual Communication
Server (VCS) to the latest System Release 9.1/10.5 or higher.

Overview Training and Resources

Drive to Collab simplifies the process of upgrading and migrating to latest Cisco UCM version. It provides:

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 23
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“CUCM Upgrade Central” v4.0 includes VCS Assessment

Readiness Assessment iPad App (
for VCS to UCM Migration: p—— Start Readiness Asse ]

ssssssssss Information

v" Live data mining on VCS & TMS

v Registered Endpoint types & count

v" License Count Usage report

v Recommendation on Next Steps

v Customised Upgrade Procedure to

migrate to Unified CM

itunes.apple.com/us/app/id650114526

Cisco" Vf:i
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Prepare and Pre-deploy New Components

Overview

TMS
L

= &

......... Management
mMcu H.323 or SIP

Cisco (l pr/
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Prepare the Migration
Unified CM Preparation

Activate Services for Unified CM and IM & Presencein Unified
Serviceability menu:

. Cisco Call Manager
‘ Cisco CTI Manager M mm Cisco Unified CM Administration EWILELTTN Cisco Unified CM Administration
cisco i ifi i i i P % Cisco Unified Reporting
. Cisco Extension MOblllty For Cisco Unified Communications Solutions administrat e g tration
Bystem = CallRouting ~ Media Resources =  Advanced Features =  Device v - User

Unified Serviceability
Unified 05 Administration

° Clsco EXtended fUnCthnS | Cisco Unified IM and Presence Rg}ur‘ting

aliili,  Cisco Unified Serviceability
cisco

. Cisco TFTP

For Cisco Unified Communications Solutions

Alarm + Trace + | Tools ~ | Snmp  CalHome + Help «

. Cisco WebDialer Web Service

Service
R

. Self-Provisioning IVR -
CIsco u n Control Center -

. Cisco Bulk Provisioning Service Ny | eatur Services
Control Center -

. - VMware Install Network {R) Xeon{R) CPU E5-264
° Cisco AXL Web Service 2.70GHz, disk ey Mbytes RAM, Partitions ali

ieability

. Cisco UXL Web Service

. Cisco Serviceability Reporter

. Cisco CallManager SNMP Service
. Cisco DirSync

Cisco (l V&/
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Pre-deploy New Components

Prime Collaboration Provisioning Configuration

» Use Prime Collaboration Provisioning Wizard to configure the Unified
Communications Solution including Unified CM, Unity Connectionand IM &
Presence

This wizard will assist you in:

a . - Unified Communications Unified Communications User and Endpoint
- e C|SCO anE Product Deployment Service Configuration Deployment
Collaboration @ - o % !{1
¥ >
%= Version 10.5 O =)
More Info More Info More Info

User Mame | globaladrrin| |

Before you begin:

Password

“ Install Unified Communications Manager

“ Install Unity Connection (optional)

% Instal IM and Presence {optional)

ﬁ Homi ¥ Verify Credentials for Directory Server (LDAP)

Prime Colaboration Provisioning Capacity

Voice Terminals (Endpoints)

O Licensed Processor

(Concel Cisco ((Vg/
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Pre-deploy New Components

Prime Collaboration Provisioning Configuration

| * Unified Communications Manager
* Name [UCM

* Host / IP Address | 10.1.2.10

|
|
* Username |administmtor |
|

Prime Collaboration Provisioning Capacity [

* Password | --------
Voice Terminals (Endpoints) - Test Connection
O Licensed Procey
O used Voice| ¥ Unity Connection (Optional)
= * Name |

* Host / IP Address |

* Username |

* 0S Administrator Name |

* OS Administrator Password |

|
|
|
* password | |
|
|
|

* Voicemail pilot Number |
Test Connection

[[] Enable Unified Messaging (requires Exchange Server information)

v Unified IM & Presence (Optional)
* Name [IMP

* Host / IP Address | 10.1.2.12

* Username |administmtor

[ Cioe | ,
Cisco [l Vfrl
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Pre-deploy New Components

Prime Collaboration Provisioning Configuration

Getting Started With Prime Collaboration Provisioning *| [user Role Step 5 0 6

¥ Unified | ycer Role Step 5 of 6

being manually provisioned.

On this page, specify the endpoints, services and service bundles that will be available for the administrators to
| provision users in this user role. Choose the services that you want to provision individually for users in this role. A
service bundle is a collection of services that are often provisioned together to speed up the manual user creation
process.

* Role Name | Employee

+ Automatic Service Provisioning
Enable auto-provisioning for this role when a user is created or synchronized ¥ User Role
Voice T Domain ~ SITEB

Prime g

UC Services * Role Name Employee
Endpoint
* Unity Cq
~ Endpoint Settings « Manual Service Provisioning
(®) Self-Provisioned Endpoint Line Types
Maximum Number of EndpointsEI Auto-Assigned Line Chosen Line
Information needed to auto-register and Self Provision the endpoints. ' Select the endpoints models, collaboration service bundles, and individual collaboration services that will be
Self Provisioning TVR Directory Number | 6000 | available for provisioning for 2 user in this role.
Starting auto-registration Directory Number | 6001 | Endpoints Services
* Ending auto-registration Directory Number | 6999 | Cisco TelePresence Codec C40 Enable Mobility Support o
X Cisco TelePresence Codec C60 Enable Presence
O Default Endpoint Cisco TelePresence EX60 Enable Presence Client
Model | Cisco 7960 Cisco TelePresence EX90 Qient User Settings
Cisco TelePresence Quick Set C20 User Services
[] Enablg

Cisco TelePresence SX20
Cisco Jabber for Desktop

Line on a Shared Endpoint
Endpoint

« Unified g Self-Provisioned Single Number Reach Sarvice Bundles

IM and Presence

" Enable Client Service o
Voicemail | §gi Customize Presence Service
[ Extension Mobility Access ~| [ §EiCustomize Endpoint Service

Enhanced Endpoint Service
Remote Destination Profile Service

Cimaln Mimmbar Danmk Camdimn

R 5o o o |

Cisco (l Vfr

[ Extension Mobility Line | {5} Customize

Cisco Jabber
Default Jabber Type | Cisco Jabber for Desktop ~] [ 45 Customize |

[o[\-"M) Save and Continue

© 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 30
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Pre-deploy New Components

Prime Collaboration Provisioning Configuration

Getting Started With Prim + LDAP Server

¥ Unified User Role User Role
* Name | AD |
being manually
On this page, s *1p Address | 10.1.2.120 |
provision users if
Prime d + Automatic §{ servics bundle *Port
TR Enable auf "o * Admin Distinguished | drRtator |
i - Mame
Voice T4 UG Sarvices User Role
Endpoint * Admin Password | sessssss |
¥ Unity &4 - * LDAP User Search Base | CN=Users,DC=siteb,DC=com |
~ Manual S LDAP Server Type | Microsoft AD server v|
Line Trpes Use ssL [

Backup Server IP

Select the
available fd Backup Server Port I:I
= Endpoints Test Connection

Cisco Telel
Cisco Telel
Cisco Tele| ¥ S\{HC POFIC\F
Enabildg Cisco Tele|
- Line (352 Cisco Tele| Mode | ithentication and Synchronization v|
N Cisco Tele|
~ Unified L) sefProvis | Cecs san Re-Sync Every | & | [ Hour(s) -]
[ mMend Pr
Voicemail Synchronization Start Date |(;J;—:49h;2014 2;: 55:34 E L)
-MM-yyyy HH:mm:ss
[ Extension Undate Existi i
ate ing User
O exens ? 8 etoe [ Al fields -]
Gisco Jaby Action when LDAP users
Default deleted [ Do not delete ~]

* |Users Search Base I CN=Users,DC=siteb,DC=com

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 31
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Pre-deploy New Components

Prime Collaboration Provisioning Configuration

Prime g

Voice T4

* Unified

¥ Unity Cq

[] Enablg

* Unified

BRKUCC-2676

Getting Started With Prim

User Role

~ Automatic S
Enable aul
UC Services
Endpoint

v §

Line@
[] Self-Provig
] m™eandPr
Voicemail
[0 Extension
[0 Extensi

Cisco Jaby
Default

User Role

being manually

On this page, sp
provision users if
service bundle i
process,

~ User Rolg

* Manual Si
Line Types

Select the
available fg

Endpointg

Clsco Tele|
Cisco Tele|
Cisco Tele|
Cisco Tele)
Cisco Tele|
Clsco Tele|
Cisco Jabt

¥ LDAP Server

Syl

+ Field Mappingsl
User Field
User ID
First Name
Middle Name
Last Name

LDAP Attribute

| sAMAccountMame

givenName

[ initials

sn

Contact Phone Number | ipPhone

Contact Email
Directory URI
Manager ID
Department
Title

Home Murmber
Mobile Number

Pager Mumber

| mail

| mail

manager
department
title
homephone
mobile

pager

© 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public
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Pre-deploy New Components

Prime Collaboration Provisioning Configuration

O

Prime g

Voice T4

BRKUCC-2676

Getting Started With Prim

¥ LDAP Server

¥ Unified User Role User Role r
being manaly ¥ Field Mappings
On this page, sp
provision users if USE‘F F Domain  SITEB
+ Automatic S{service bundle i Assigned Devices | Unified Communications
process. Manager
Enable au USEr I Unity Connection
ucservices | User Rolg mp
Endpoint First I
p Service Area  Main Bldg
¥ Unity Cq v H * M|dd|E Device Pool PCP_Main Bldg_DevicePool
Manual S Location Hub_None
-
B LBEt I'\ Time Zone  America/Los_Angeles
Line Types
Contal » userRole
Select the )
available fd Conta * service Templates
= Endpoints Direct] » Directory Number Block
Cisco Tele|
» Configurations
Cisco Tele| Mana
CiscoTele| T Sy )
[] Enablg Cisco Telel
Line [ j53 Cisco Tele Depa
A Cisco Tele|
~ Unified O selfProvid | Gero 1am Title
[ mand Pr
Voicemail Sy Home
[0 Extension :
) Mabilg
[ Extensi
Close | .a_;-ph-
Cisco Jaby A Pagertrermer v
Default)
T T T
© 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 33
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Pre-deploy New Components

Prime Collaboration Provisioning Configuration

x
Design v |Dep|cr,rr IRepu'Lf.v Administration ¥
User Provisioning 2 User Provisioning I Infrastructure Configuration £ Provisioning Inventory
Create a new user or search for a user to modify Search History f2 Batch Provisioning Manage Endpoints
: I Manage Directory Numbers =
4k dd " Edt | ProvisionSevices O Delete | Jg Import Activities % Unified Communication Services Iventor Broneer
' My Activities v ]
‘ User ID ‘ Last Name ‘ - Inventory Search l
O aace Ace Alex Activities for Group fee
O bbad Bad Blake Activities for User fee
O bwelch Welch Brada DWELTIWSIED.COM —— FI4U0203ZUUs SIlEl Empoyes
O ceool Cool Cindy coool@siteb.com +14085552010 SITEB Employes
O jsheppard Sheppard Jim jsheppard@siteb.com +14085552006 SITEB Employes
_O labbot Abbot Lisa |labbot@siteb.com +14085552009 SITEB Employes
O nfox Fox Nancy nfox@siteb.com +14085552017 SITEB Employee
[ nstrver Stryar paul nafrvar@siteh com +1408-555:7909  SITER Emplaves |

Cisco Il Vf/
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Pre-deploy New Components

Convert collecteddata to Prime Template

Convert discovered information from TMS into Prime Template to importdevices.

Edit H Font H Alignment Numaer Format.
1=y +  Calibri - E = = = General M I \
E LA . Calibri (Body) |+ 12 j,A‘ A | ¢ Wrap Text enera M| & Narmal Bad Good Neutral m Exp y.. Followed
. ,\Qaw. ABLLLYY | I_&, v A THE Merge “@v %, 3 /|5 gg‘ Eg::‘;:;r;] Hyperlink Input Inked Note Output WamingText  Headingl  Heading2
] 1000 A
J A [B] €T b [E] F [ G H ] ! [ 3 [ « [ t [ wm [ N [ o [ P [ @ [ R ] § ]
| 1 OrderType UserlD LastName FirstName Domain ProductName Phone Type Protocol Phone Button Template ServiceArea Use Dummy MAC Address  Enable Exten Line Type  Directory Number  Route Partition  Line Calling Search Space Directory URI
| 2 |add ssmith Smith Scott SITEB  Phone Service Cisca TelePresence EX60 SIP Standard Cisco TelePresence EX60 Main FALSE  XOO(GO0000X  no Chosen Line \+14085552020 PCP_PHONES_PT PCP_DEVICE_CSS ssmith ex@siteb.com
| 3 |add raoml one room SITEB  Phone Service Cisco TelePresence SX20 SIP Standard Cisco TelePresence SX20 Main FALSE 000000000 no Chosen Line \+14085552200 PCP_PHONES_PT PCP_DEVICE_CSS room1@siteb.com
Batch Provisioning
{3 Home  Design v Deploy v [ Reports ¥ Administration v Create a New Batch Project
1 = g o p
User Provisioning 3@5 Infrastructure Configuration
Search History (2 Batch Provisioning Fraject Name I import
1. s i $i 3L z .
1 5 Activities % Unified Communication Services Project Motes
Processor A
My Activities
Voice Termina Al A ctiitine

| Create | [ cancel |

vl
Cisco (l Ve,
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Pre-deploy New Components

Convert collecteddata to Prime Template

Convert discovered information from TMS into Prime Template to import devices.

Batch Provisioning

Configure a Batch Project

Project import successfully created. Batch Provisioning Configuration
Project Name import [B] B8 [
Project Notes
Created On 05-5ep-2014 04:10:02 -05(

Upload a Batch Action File

File to Upload *| Browse | PCP AddPhoneService.bit

Project Schedule . . :
Schedule Start Not Set | Upload || Return to Batch Provisioning |

Status Not Scheduled

Batch Project Actions
Upload a Batch Action File

Number of Actions 0

Action Status
There are na batch actions to st

Cisco (l Vfrl
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Pre-deploy New Components

Convert collecteddata to Prime Template

Convert discovered information from TMS into Prime Template to import devices.

Batch Provisioning

Con pakch Provisioning Configuration

Prg Batch Provisioning
Upls

Configure a Batch Project

H Projectimport3 successfully created.
Project Name import3 [ B O
Project Notes

Pro Created On 05-Sep-2014 04:18:13 -0500 by globaladmin
Project Schedule
Schedule Start Not Set
Project Start Date/Time: NOW [E]
Batch Pr| Status Not Scheduled
Uplo:
Batch Project Actions
Num Upload a Batch Action File
) v File Upload Completed
Action

File PCP AddPhoneService bt successfully uploaded on 09/05/201
There 4 Mumber of Adtions 1

Filter Status | g

-

Action Status Order Type User ID 54
1 Not Started add Roomi PH
BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 37
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Add Configuration to Existing Components
Create SIP trunk

TMS Prime

E ZpE O8N
00 00
[ 1 [

......... Management
mMcu H.323 or SIP

Cisco (l pr/
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Add Configuration to Existing Components
Create SIP trunk

« Add SIP trunk and route pattern for UCM to push calls to the VCS.
— Routing of dial in MCU calls
— Calls to Legacy H323 endpoints that cannot be migrated
— B2B calls from UCM endpoints via VCS-C and VCS-E

* On VCS we configurea SIP trunk and Search Rules to route all calls for
endpointsto UCM.

* On UCM we configure Route Pattern, SIP route Patterns and pointthem to a
trunk.

* Mobile & Remote Access and VCS-E/Expressway (covered later)

Cisco (lVf/
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Add Configuration to Existing Components
Create Application User for TMS

» Configure an application userin UCM for TMS access.

aluln  Cisco Unified CM Administration Navigat

€150 Eor Cisco Unified Communications Solutions admin h Documentatio A t

System v CalRoutng ~ MediaResources «  Advanced Features v  Device ~  Applcation + | User Wanagement « | Buk Administration =  Help +

TMS User Roles: e

UserPhone Add

Standard CCM Admln Users Cisco Unified CM Administration 5 Ream

System version: 10.5.1.10000-7 User Settings Credential Policy Default
Self-Pr Credential Poli
VMware Installation: 1 vCPU Intel(R) Xeon(R) CPU ES-2680 0 @ el ecentaloley
- SS 2.70GHz, disk 1: 80Gbytes, 4096Mbytes RAM, Partitions aligned Assign Presence Users Role
oo
- Standard Realtime And Trace Collection o e
Last Successful Logon: Friday, September 5, 2014 2:13:32 AM PDT e User CAPE Profie
. g Copyright @ 1999 - 2014 Cisco Systems, Inc.
All rights reserved. UG Serice
- I I I Service Profile
This product contains cryptographic features and is subject to United States and local country laws governing import, export, transfe,
products does not imply third-party authority to import, export, distribute or use encryption. Importers, exporters, distributors and u|  User Profie
St d d C I E b I d and local country laws. By using this preduct you agree to comply with applicable laws and regulations. If you are unable to comply
- Slandar | napie

A summary of U.S. laws governing Cisco cryptographic products may be found at our Export Compliance Product Report web site.

For information about Cisco Unified Communications Manager please visit our Unified C ions System D ion web site.

For Cisco Technical Support please visit our Technical Support web site.

Cisco (l Vfr
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Add Configuration to Existing Components
Add Unified CM to TMS
Add Unified CM to TMS as a device.

TMS will discover the Unified CM and IM&P servers during this process.
You will also be able to see the pre-configured endpoints.

afrafi.
cisco TelePresence Management Suite £
ft| Portal (4 Booking &' Monitoring i Systems rh Phone Books & Reporting /'”V Administrative Tools 2 5 o«
Navigator
R e, ) q
Folder View [=] [ Addbyaddress | ~cll cisco TelePresence Management Suite |
B @ Csco Training [ Specify Systems by P A § - g M
i~ (@l Discovered Systems Enter the IP address, l" . Portal K‘ 4 Booking Ll Monitoring '-_E_ Systems n FPhone Books & Reporting 7 Administrative Tools k+ B8
(3@ Endpoints The following z i
LY rasiruciure | 01210 Navigator “You are here: » Systems + Navigatd
L €3 NoName (10.1.2:19) =
2 vese Locaton sefings Eokler\iew [~] Add Result
2 vese =~ 8] Cisco Training Systems Found
- ISDN Zone: Ga D s
iscovered Systems ,. k. =
Time Zone: ITC- - o [l e A ) =) ype U o
(@ Endpoints . . . .
10.1.2.10 cucm Cisco Unified Communications Manager / System added. Could not connect to system - settings not ch
Advanced Scifin =B Infrastructure
== [ Add System Despite Warnings || Remove Systems |
Username: s CuCH
Password: % No Name (10.1.2.19) — -
eroe—d by T | Finish Adding Systems. || Add More Systems. |
Persistent Tefbiate: # ucse
Usage Type;
" ,
admin (tms\administrator) (UTC-07:00) Server Time: 01:25 AW (UTC-07:00)  S/N: 80A00001 (TMS)  Version: 14.5.0beta2 c-sco lw
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Migrate Systems

Move endpointregistration from VCS to Unified CM

Management
H.323 or SIP
© 2015 Cisco and/oritsaffiliates. All rightsreserved.
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Migrate Systems

Move endpointregistration from VCS to Unified CM
« Change endpointconfigurationto receive settings provisioned by Unified CM.

» There are multiple ways of doing this:
— Initiate Factory Reset, automatically starting Configuration Wizard or option 150.
— Directly start Configuration wizard from the Touch panel.
— Push Configuration template from TMS changing provisioning details.

< séa' TelePresence Management Suite

f4) Poral (/) Booking &' Monioring (&) Systems [T] PhoneBosks 4. Repoding /- Administrative Tools
i for Configuration Template 'CUCM move' You are here: + Systems + Configwation Ternptates * Configurall

elect Advanced Setfings | Forssiont Scheduling
Tamplcta Satings

Cisco (l Vf/
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. o
Migrate Systems oottt

Re-add and update endpoints backin TMS

* As the endpoints now are registered to Unified CM the TMS configuration is out
of date. Re-adding endpointsto TMS will correct this.

« TMS will automatically update the databaseto Unified CM control for these
devices keeping relevant settings.
— TMS System ID, Scheduled conferences and admin information

* Devices now SIP only — not H.323 or Dual registered.

Cisco (l Vf/
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Migrate Systems
Re-add and update endpoints backin TMS

;a Endpoints

| +| | AcdbyAddress | Add from Unified CM or TMS | Add U

(] Name.a Type Status
(] E BBAD TANDBERG EX80 Unifiad CM TMS Wrong provisioning mode
() B Room1 TANDBERG Codec G20 Select Systems Wrong provisioning mode
1 Maove/Co Delete || MNew Folder || Add Systems
Fe [ oveiCopy.] [Daeta ]| [ Add Systams | System Name: | [ Seareh

) System Name

™ = VC BBAD BBAD 6100 E

™ = VC Room1 Room1 6010

1
Location Settings
ISDN Zone: Default ~|

Cisco [l Vfrl
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Migrate Systems
Re-add and update endpoints backin TMS

A
Add by Address Add from Unified CM or TMS Add U
(] 3 i I— Network Address Status
(] Unified CM TMS 10.47.49.136 Wrong provisioning mode
=] Select Systems 10.47.49.152 ‘Wrong provisioning mode
| System Name: | || Search
T
¥=
= |~/ Add Result
Systems Found
1
[0  Network Address System Name System Type Description
Location Si 10.47.49.152 VG Room1 Reom1 6010 Cisco TelePresence Quick Set C20 fSystem Already exists In Folder
10.47.49.138 VIC BBAD BBAD 6100 Cisco TelePresence EX30 fSystem Already exists In Folder
ISDN Zor
| Add System Despite Wamings || Remove Systems |

| Finish Adding Systems || Add More Systems |

vl
Cisco (l Ve,
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Migrate Systems
Re-add and update endpoints backin TMS

-
:

(] E

ou are here: ' 5

Edit Ths Folder || Folder and Syst{

| ﬁ Endpoints

[ Name A Type Network Address Status
0 [ VC BBAD BBAD 6100 Cisco TelePresence EX80 1047.49.136 Idle
0 @ VC Room1 Reom 8010 Cisco TelePresence Quick Set C20 1047.48.152 Idle

(] Move/Copy || Delele  New Folder || Add Systems |

Cisco (l pr/
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Migrate Systems

Run Diagnostic Tool
« TMS has a Diagnostic tool to help diagnose existing booked conferences and
correct route changes for migrated endpoints.

f¢| Portal (‘7 Booking &' Monitoring E-‘l;._ Systems | I] Phone Books &' Reporting }‘?’ Administrative Tools

Conference Diagnostics

1, Click 'Run Diagnosfics' to identify issues with pending conferences.

Mo issues found.

Run Diagnostics

Cisco (l Vfr/
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Migrate Systems

Run Diagnostic Tool

« TMS has a Diagnostic tool to help diagnose existing booked conferences and
correct route changes for migrated endpoints.

- iy - L = 3 . =
f¢| Portal ({4 Booking &' Monitoring L& Systems ['1] Phone Books & Reporting #~ Administrative Tools

Conference Diagnostics

.1 . Click 'Run Diagnostics' to identify issues with pending conferences.

Mo Conference Diagnostl You are here: * Administrative Tools * Diagnostics * Conference Diagnostics

i | Select conferences and click "Autocorrect' for Gisco TMS to automatically resolve the issues or elick the conference title to edit the conference manually

Query X
Conference Title or ID: (o)Al Users
Staws: Al K| () [administrator @ Search
O o Conference Title Start Time A Cwner Status Emo
2 Scheduled Mesting 8/5/2014 4:29 AM 9/11/2014 10:30 AM (UTC=+01:00) administrator Reported VC BBAD BBAD 6100 => No Name (10.47.218.101): The Connection Settings are no longer valid.
1 Results per Page | 20 Displaying page 1 of 1

| Run Diagnostics || Auiocormsct || Refresh

Cisco (l V&/
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Migrate Systems

Run Diagnostic Tool

-3

¢/ Portal (<) Booking

« TMS has a Diagnostic tool to help diagnose existing booked conferences and
correct route changes for migrated endpoints.

. = ) ) -
" Monitoring E-g._ Systems I_l] Phone Books L: Reporting }‘?’ Administrative Tools
Conference Diagnostics
1, Click 'Run Diagneostics' to identify issues with pending conferences.
—
Mo Conference Diagnosti You are here: * Administrative Tools * Diagnostics * Conference Diagnostics
I l
Conference Diagnostics You are here: » Admiristrative Tools » Diagnostics * Conference Diagnostics
. Select and click for Cisco TMS to resolve the issues or ciick the conference title to edit the conference manually.
Query X
Cenference Title or ID @AII Users
| staws Al | () [administrator &= | Searcn
(R Conference Title Start Time A Owner f E
2 Scheduled Meeting 8/5/2014 4:29 AM 91112014 10:30 AM (UTC+01:00) ‘administraior Fixed VG BBAD BBAD 6100 = No Name (10.47.218.101): The Connection Settings are no longer valid
[ 1 Results per Page| 20 Displaying page 1 of 1
Run Diagnastics || Autocorect || Refresh |
BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved.
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Migrate Systems

Phonebook sources

» Update phonebooks after endpoint migration.

* Add TMS phonebook source for UCM provisioned users.

« Jabber and Unified CM provisioned endpoints use UDS directly.

alrale. .
cisco TelePresence Management Suite 2

ft/ Portal (*4 Booking &' Monitoring [iL Systems ml Phone Books &z Reporting /’ Administrative Tools Yy O o
Manage Phone Book Sources You are here: * Phone Books * Manage Phone Book Sources

| Phone Book Sources | Workspace

& Sources
All Systems Name: | Cisco Training (UCM)
Cisco Training Type: | Cisco Unified Communications Manager LI
Endpoint Cisco TMS Endpoints
ndpoints

Manual List

Active Directory

H.350 Directory

H.350 User Directory

File Based Phone Book
Gatekeeper

Other TMS Phone Book
'TMS User Phone Book
Cisco TMS Provisioning Directory
System Local Phone Book
Cisco U d

Cisco (l V&/
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Testing the Migration

Migration completed

Management
H.323 or SIP

vl
Cisco (l %4,
© 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 52
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Testing the Migration

Suggested testing
« Install and sign in with Jabber to test it now being provisioned from Unified CM.

« Call to or between migrated endpoints.

* As we have not touched the MCU previously scheduled conferences still stay
the same and can be dialed into.

 Try call into a conference scheduled before the endpoints were migrated.

Cisco (l Vf/
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What About Trying This Out Yourself ?

The Cisco Demo Cloud

Cisco Preferred Architecture for Video 10.5 v1

* http://dcloud.cisco.com

Documentation

- Available for Cisco Partners il e ot

Overview
Cisco® Business Edition 6000 (BE6000) is designed for organizations with up to

L Re peatab I e d e m O nst rat'o nS 1000 employees. The packaged collaboration solution offers premium voice, video,

mobility, messaging, instant messaging and presence, contact center and more,

an d C u Sto m ISEd I abS W Ith including web conferencing as a service offer. The solution provides core

communication capabilities that midsize businesses need for improved collaboration

CO m p Iete ad m I n IStratlve for employees, customers, and business partners.

access . Cisco BE600O is built on virtualized Cisco Unified Computing System™ (Cisco UCS®)
products, which are designed for performance and density over a wide range of
business workloads. The enterprise-class Cisco UCS C220 M3 Rack Server packages
advanced nerfarmance and enerav efficiencv nains nf the Intel Xenn nrorcesanr FA-

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 54


http://dcloud.cisco.com

| ol
s ! ., ? '
e i
TR, L ] e ' tH ] AW
LUt f =
Bais A =
- L
:.", x ! 7 —
mk". o - 1 . JE—

TN
=




P 4 SRR N\ |4 e ] R O L e SN

Overview
Conferencingon UCM

« Starting point — same architecture as post migration

* Recommended deploymentfrom Preferred Architectures
— CMR Instant and CMR Personal

» Scheduling through Conductor
— Dedicated and Shared bridge model

NOTE:

Leaving WebEXx out of this session - however it is supportedin the architecture

Cisco (l Vf/
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Overview

Post migration deployment

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 57
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Conferencing

Components for Conferencing

Manages and allocates conferencing resources

Cisco TelePresence Conductor requested from Unified CM

Provides voice and video conferencing.
Cisco TelePresence Server Available on dedicated hardware platforms and on
virtual machine.

Cisco (l Vf/
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Conferencing

Types of Conferences

S Toeerpion

CMR Instant

A conference that is not scheduled or organised in advance.
(ad-hoc)

CMR Personal A conference that requires callers to dial a predetermined number
(rendezvous) or URI to reach a shared conferencing resource.

A conference planned in advance with a predetermined start

CMR Scheduled ..
time.

Cisco (lVf/
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Conferencing on UCM
Adding Conductorand TS

Conductor

MCU IIIIIIIII
BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 60
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Conferencing on UCM
CMR Instant and CMR Personal

» Configuring SIP Trunks between Unified CM and Conductor for Instant and
Personal conferences.

* CMR Instant and Personal conferences:
— UCM routing calls to conferences that will be dynamically created by Conductor.
— Conferences are not static but can be initiated at any time.
— Not configured or tied to specific bridge resources.

Create User Create Add SIP Add Conductor as Create MRG, Associate
o N Location on Trunks on CUCM Conference MRGL, and Endpoints with
Conductor CUCM Resource Device Pool Device Pool

Cisco (l Vf/
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Conferencing on UCM
CMR Instant and CMR Personal

Internet

CMR Instant

SIP
......... Management
--------- SIP and API control

Cisco (l pr/

Conductor
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Typical Conferencing Deployment Options

Conferencing Architecture

TS for MCU for UCM
Permanent Instant
conferences conferences

Dual-registered
TS for scheduling ... SIP

......... H.323
--------- SIP and API control

MCUI/TS - Instant or Permanent

conferences Cisco ((Vgl/
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New — Single Deployment Model

Conferencing Architecture

VCS E

D
b
Nt
po

SIP
SIP and API control

Cisco (l pr/

Dedicated / shared Pool of TS Resources

Cisco Public 64
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Conferencing on UCM

« Historically scheduling has used dedicated resources to guarantee a certain
number of ports would be available throughout the scheduled meeting.

 Previous versions of TMS and Conductor supported limited scheduling with
several major caveats. New releases of TMS 14.6, Conductor XC3.0 and TS4.1
help alleviate many of the initial challenges with scheduling resources behind
Conductor.

« Now MultiParty Media 310, 320 and TelePresence Server on Virtual Machine
can be scheduled.

« Conference placementis done at conference start time.

Cisco (lVf/
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Conferencing on UCM
Schedulingthrough Conductor

Dedicated Resources Shared Resources

* 100% guaranteed resources for scheduled » Scheduled conferences are best-effort
conferences. service just as Instant and Permanent
« Similar to previous TMS deployment with conferences are.
directly managed TelePresence Servers. + Simplest deployment, TelePresence Servers
« Single TS, in single Bridge Pool, in single are dynamically allocated forany type of

Service Preference. conference.

« If utilisation is high, additional TelePresence
Servers can be deployed.

Cisco (l Vf/
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Conferencing on UCM
Schedulingthrough Conductor

Conductor

SIP
SIP and API control

Single Bridge per Pool

Scheduling — dedicated
bridge

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 67
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Conferencing on UCM g

'i.\w\po*’mm
Schedulingthrough Conductor - Limitations

« TMS only recognises one Conductor node in a clustered Conductor setup.

If a dedicated bridge is used for scheduled conferences, TMS will not take
advantage of Optimised Conferencing.

TMS sees Conductor location— not individual bridges.

It is recommendedto disable conference auto-extend setting on TMS.

Limitationon CCC (TMS Conference Control Centre) features available.

Cisco (l Vf/
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Overview

« Terminology Introduction, Product Line Options, Scalability

Firewall Traversal
Mobile & Remote Access Solution Overview

Businessto Business Collaboration (B2B)

Instant Messaging and Presence Federation

Interoperability

Cisco (l Vf/
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Branding Terminology Decode

Collaboration Edge

umbrella term describing Cisco’s entire collaboration architecture for edge

... features and services that help bridge islands to enable any to any collaboration...
...collaborate with anyone anywhere, on any device....

Cisco VCS

Existing product line option providing advanced video and TelePresence applications
Includes VCS Control and VCS Expressway

Cisco Expressway

New product line option for Unified CM and Business Edition customers, providing firewall
traversal & video interworking. Includes Expressway Core and Expressway Edge

Mobile and Remote Access (MRA)
Feature available onboth VCS and Expressway product lines with X8.1 s/w
Delivers VPN-less access to Jabber and Fixed Endpoints :

P Cisco("/fl

’
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X8.1 Product Line Options

X8.1
4 N
VCS Expressway
“VCS Control” “VCS Expressway” “Expressway-C” “Expressway-E”
2 ¥82 No Change No Change e ¥ Or Core Or Edge
» Specialised video applications for video- » Solution designed forand sold
only customer base and advanced video exclusively with Unified CM 9.1 and
requirements above (including Business Edition)
« Complete set of X8 features » Subset of X8 features
* No changes to existing licensing model » $0 server software licenses
\. J \\ J

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public
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VCS and Cisco Expressway Feature Comparison

Cisco Cisco VCS

Family

Feature Comparison Expressway
SEIES

Mobile and Remote Access

Businessto Consumer/Public to Enterprise Access with
Y Y
Jabber Guest
Video Interworking (IPv4 to IPv6, H.323-SIP, MS H.264 SVC-
AVC, Standards-based 3rd Party Video endpomts)
XMPP Federation __

Video Session Management & Call Control _—
Video / TelePresence Device Registration & Provisioning _—

O
<
Py
@)
o
c
=
T
<
er
o
>
O
@
X
I

Z | Z =<
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VCS and Expressway

Recap

« VCS Control, VCS Expressway, Expressway-C and Expressway-E share the same code.
 VCS platform is a superset of Expressway Series features.

 VCSis Expressway + Local Registrations (mainly)

» Expressway is VCS — Local Registrations (mainly)

« MRA and B2B are available on both platforms.

Cisco (l Vf/
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VCS and Expressway X8 Scalability

Platform

Server

Cluster

MRA
Registrations

Large OVA,
CE1000

Video Calls

Audio Only
OF1]1S

MRA
Registrations

Video Calls

Audio Only
OF1][S

10,000

2,000

4,000

Medium OVA,
CE500

2,500

100

200

10,000

400

800

Small OVA
(3]=(610]0]0)

2,500

100

200

2,500

100

200

Note: Expressway C&E or VCS-C can be clustered across multiple BE6000s for redundancy purposes,
but with no additional scale benefit

Small, medium, & CE500 can support Unified CM calls scaling up to 150 video or 300 audio per

BRKUCC-2676
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VCS: “Unified CM Calls”

« Calls from endpoints using the
Mobile and Remote Accessfeature | e cucas
are classified as Unified CM calls =

* Unified CM callsdo not consume
Rich Media Sessions (Expressway)
or Traversal Licenses (VCS)

° But Unlfled CM Ca.“S do COUﬂt Monitored resource Usage
againstthe overall system capacity | renmess sessions

Total
Current wideo 0
Current audio (S1P) 0
Peak video L
Peak audio (SIF) 1
Rich media session traversal calls Current wideo 0
Current audio (S1P) 0
Peak video 0
Peak audio (SIF) 0
Rich media session non-traversal calls Current 0
Peak 0
current 0
License usage current 0%
License Usage peak 0%

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public 77
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How Expressway Firewall Traversal Works...

Enterprise Network DMZ Outside Network

Internet
ml

Firewall VCS Firewall
Expressway 0@z mm=m=- Signalling

Media

VCS Control

1. VCS Expressway is the traversal server installed in DMZ. VCS Control is the traversal client installed inside the
enterprise network.

2. VCS Control initiates traversal connections outbound through the firewall to specific ports on VCS Expressway with
secure login credentials.

3. VCS Control sends keep-alive packets to VCS Expressway to maintain the active connection
4. When VCS Expressway receives an incoming call, it issues an incoming call request to VCS Control.
5. VCS Control then routes the call to UCM to reach the called user or endpoint

6. The call is established and media traverses the firewall securely over an existing traversal connection . (- /
Ciscoll Vf

’
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Firewall Port Details )

* No inbound ports required to be opened on the internal firewall

* Internal firewall needs to allow the following outbound connections from VCS C
to VCSE
— SIP: TCP 7001
— Traversal Media: UDP 2776-2777 or 36000 to 36011
— XMPP: TCP 7400
— HTTPS (tunneled over SSH between C and E): TCP 2222

» External firewall needs to allow the following inbound connectionsto VCS E
SIP: TCP 5061

HTTPS: TCP 8443

XMPP: TCP 5222

Media: UDP 36002 to 59999

http://www.cisco.com/c/dam/en/us/itd/docs/itelepresence/infrastructureivcs/config _guide/X8-5/Cisco-VCS-IP-Port-Usage-for-
Firewall-Traversal-Deployment-Guide-X8-5.pdf ( ) /
ciscollVC,
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Solution Components Software Requirements

Component Min Software Version Projected Availability
Cisco Expressway or Cisco VCS X8.1.1 Available
Unified CM 9.1(2) SU1 Available
Unified CM IM&P 9.1 Available
Unity Connection 8.6(1) Available
Jabber for Windows 9.7 Available
Jabber for iPhone and iPad 9.6.1 Available
Jabber for Mac 9.6 Available
Jabber for Android 9.6 Available

EX/MX/SX/C Series TelePresence | TC 7.1 Available
Endpoints

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public
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Deployment Models

Post migration deployment.. . Now with a focus on MRA and external communications

i

.
-
|

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public
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Moving External Endpoints to UCM

Mobile and Remote Access for fixed endpoints

Existing ]

t registration, call control and Deployment
ISioning are serviced by VCS
Control and TMS

TC7.1+ Series
Platforms

e -
Outside firewall - C Series

Internet i
EX Series

Control Expressway

«L MX Series

ISioning are serviced by UCM Post Migration

L registration, call control, and
Deployment ]

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public
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Jabber Video for Telepresence (Movi) and IM&P
Considerations
Jabber Video is a great video desktop client for Windows and Mac.

Few features, great quality: A/V + Content(BFCP), Presence and Directories. Nothing else.
Jabber Video architecture is based on: VCS-E - VCS-C 2> TMS
Jabber Video is not capable of IM. This is now available with Jabber at no cost

Jabber (Full UC Client) is available for Windows, Mac, Mobile (Android/los), Tablet and has
tons of Phone/UCM features and services. (i.e. Voice Services, CTI Control, File transfer,
bidirectional desktop sharing, etc)

Jabber Architecture is based on: VCS-E -> VCS-C -> CUCM

Jabber adds MORE to the Desktop Video experience. At no cost.

Cisco (lVf/
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What can Jabber Clients Do with MRA?

A fully featured client outside the network

Access visual
voicemail

Inside firewall DMZ Outside firewall
(Intranet) (Public Internet)

Instant Message
and Presence

el

Collaboration
Services

Internet

(111
e

UCM VCS Control  VCS
Expressway

Launch a web
conference

o Cannecting...

Search corporate
directory

Cisco (l pr/
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New Endpoint Support

Targeting first half 2015
Inside firewall DMz Outside firewall
(Intranet) (Public Internet)

Collaboration
Services

L]

Internet

(111
RS

UCM VCS Control  VCS
Expressway

7821,7841,7861

Cisco (l Vfrl
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Services Available to DX Series

Voice and video calling, including content share

S
/
v

with Cisco Expressway

Inside firewall DMZ s Search corporate directory
(Intranet) Ve —
; s p——— B

Collaboration Ny ﬁ ﬂ Internet
Services oo, Haf' Hsg

"N m m

~
\ .
UCM  VCS Control VCS \ ~
Expressway \ ~ \o Instant Message and Presence,

including escalation to Voice/Video

Visual voicemail
= o ]

-« =+ @ = !

0O ———

Cisco (l Vfrl
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Inside firewall DMZ Outside firewall

Protocol Workload Summary

_ - SIP TLS Session Establishment —

Collaboration _ _ﬁ Register, Invite, etc.
Services §-22-
UCM  VCS Control VCS
Expressway \ N
Erw \ HTTPS TLS Logon,
B2 Unified CM IM&P \ Provisioning/Configuration,
® @ \ Contact Search, Visual

\ Voicemail
Unity Connection

. B8 conferencing Resources

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public

XMPP TLS Instant Messaging,
Presence

Cisco (l pr/
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VCS Expressway and Jabber Service Discovery

QY |
Cisco Jabber Client

Inside firewall DMZ Outside firewall
(Intranet) (Public Internet)

Collaboration

. [r—— f =\
SerV|CeS _)"'.6 — S EE -u
Sanc i

UCM VCS Control

VCS
Expressway

TLS Handshake, trusted certificate verification

HTTPS:

get_edge_config?service_name=_cisco-
uds&service_name=_cuplogin

Cisco (l Vfrl
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Split DNS SRV Record Requirements

« collab-edge record needsto be available in public DNS
» Multiple SRV records (and VCS Expressway hosts) should be deployed for HA

* A GEO DNS service can be usedto provide unique DNS responses by
geographicregion

_collab-edge._tls.example.com. SRV 10 10 8443 expwyl.example.com.

_collab-edge._tls.example.com. SRV 10 10 8443 expwy?2.example.com.

* Clsco-uds record needsto be available only in initernal DNS

_cisco-uds._tcp.example.com. SRV 10 10 8443 ucml.example.com.

_cisco-uds._tcp.example.com. SRV 10 10 8443 ucm2.example.com.

Cisco (l Vf/
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VCS Expressway DNS Status  System  Configuration  Applications  Users  Maintenance

DNS

DNS settings

* Note: VCS Expressway servers
will often have multiple DNS
aliases, especiallyin dual-nic Damain narme example. com :
deployments

Systern host name By 1 I

 The VCS Expressway system
hostname and domain (defined

under System > DNS) are e Soers
combined to form the VCS <server>
<address>expwyl.example.com</address>
Expressway FQDN <tlsPort>5061</tlsPort>
. </ >
* VCS Expressway FQDN is <server>
embedded in the edge xml config <3dgrefs5>§gfv%2§xatlmple-com</address>
served to remote clients, and PGt
needs to resolve in public DNS </sipEdgeServer>

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public
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VCS Mobile and Remote Access

from Unified CM perspective

* Remote access provided by VCS is, for the most part, transparent to UCM
* No requirementto builda SIP trunk on Unified CM to VCS Cor E
* No requirementto make dial plan changes

* Remote Jabber clients or TelePresence Endpoints registering to Unified CM
through VCS will appear to Unified CM as VCS C IP address

Cisco (l Vf/
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Unified Communications Traversal

« X8.2 introduced new zone type, Unified Communications Traversal
« Similarto existing Traversal clientand server zones, only simplified

 Unified Communications Traversal provides:
— SIP only, Assent based traversal
— Mutual TLS & TLS verify enabled
— Media Encryption Mode = Forced encryption
— Support for Unified Communications features (MRA, Jabber Guest, XMPP Federation)

“ Configuration |

I
Marme # ExpresswayC_force encryption L
Type Unified Communications traversal

Hop count # 35 i

Cisco (l Vf/
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Parallel Traversal Zones
* One Traversal Zone used for Open Video Federation

* Provides SIP, and optionally H.323
* Media Encryption Mode = Auto

i
Po

VCS C Firewall VCS E

* Unified Communications Traversal Zone used for Mobile & Remote Access,
Jabber Guest, XMPP Federation

* Provides SIP, XMPP,HTTP

* Media Encryption Mode = Forced ,
yP Cisco (l V&/
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MRA and B2B - An automatic discovery process

replaces SIP trunk between
VCS Control and Unified CM for

Interaction with SIP trunk Mobile & Remote Access.

- However, if Unified CM includes
SIP Trunk can interfere a SIP trunk for other
with remote registrations integrations like B2B video
' ifi il
Inside firewall DMZ Outside firewall N I%?eeg?g%r;, lSJInPIf;(;(gj}igtl\r/la\{\ilon
(Intranet) (Public Internet) _1® attempts from remote Jabber

or TP endpoints, as the
register method is not accepted

v > e i % on Unified CM SIP trunk
= . interface
71 Uem ves VeS - Update Unified CM SIP trunk
,/ N Control Expressway security profile to listen on
ports otherth?él TCP5060o0r
: 5061 (you could use 5560,
E SIP 405 will be returned to 5561,8103 N
SIP Video SIP Register request if there
Endpoints is SIP trunk port conflict Port changeallows for SIP

trunk integration AND mobile
& remote access

Cisco (l V&/
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Combining Features on a Single Cluster Pair
B2B — MRA — XMPP Federation

Open Video Federation supporting:
SIP & H.323 (inbound & outbound)
Outbound calling for CMR Cloud/Hybrid
Inbound calling for CMR Premises

B*,

Collaboration§ Y ‘ f
Services L= 2" " " '-g
\ m

Unified  VCS Control VCS
CM Expressway

rd
- -'t pap—"
l!l!i.;l!l!
Be

Mobile & Remote Access supporting:
Cisco Jabber Desktop Clients
Cisco Jabber Mobile Clients

7800 & 8800 Series IP Phones
DX80, DX70, DX650 Collaboration Endpoints
TC Series Telepresence Endpoints

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public
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Multi-Deployment Support

New feature in X8.5 - Single VCS pair can now
serve multiple domains

examplel.com

* Not a multi-tenant

@% architecture
P - Single certificate
Internet presented by VCS E

needs to contain multiple

\ ; domainnames
\

Cluster 2

Cisco (l Vfrl
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Unsupported: Unbalanced Expressway Deployments

Inside firewall
(Intranet)

DMZ | Outside firewall
- (Public Internet)

Collaboration
Services

-
s
|
1
1
1
—-—— —

CM Clustdir
1

Unified VCS-CchtroI

VCS-E
Cluster A

VCS-E

Cluster B

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public

This model is still supported
for traditional VCS
Expressway deployments
(B2B)

But this is not supported
for the new mobile and
remote access functionality
introduced in X8.1

Mobile and remote access
requires a VCS-C cluster
for each VCS-E cluster

Only one “Unified

Communications
services” Traversal zone

per cluster
Cisco(( Vf/
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Unsupported: Expressway Chained Traversal

i Outside firewall
(Publlc Internet)

Inside firewall | DMZ | DMZ
(Intranet)' B i A

Collaboration ' :; ’ -.!,' Internet

. = |-l4'
Services & .'.',.

i [ T

Unified vcs f VCS vcs

CM i E |
Traversal Traversal Traversal
Client Server & Server
Traversal
Client

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public

- Chainedtraversal is
often used in
environments with
heightened security
policies

- This option is still
supported for VCS-E
§BZB) but will not allow
or Unified
Communication
Services

- Not supported for the
new mobile and remote
access functionality
introducedin X8.1
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Existing VCS Customers

e Customerswith VCS-C and VCS-E can add Mobile and Remote Accessto an
existing deployment

« Simply add a parallel traversal zone on existing VCSs to support mobile and
remote access

« Concurrent session scaleis the primary reason for adding Expressways
dedicated to Mobile & Remote access

Willthe number of remote Jabber users making calls over Expressway crush my
existing TelePresence deployment?

Cisco (l Vf/
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Parallel Deployments of VCS and Expressway
_collab-edge SRV records don’t conflict with existing B2B VCS SRV records

Open Video Federation (SIP & H.323)
Cisco Jabber Video for TelePresence Registration

Collaborat L _— & Cisco TelePresence Endpoints (TC) Registration to VCS
0 z;:rzlz?(t:lgg =T . Outbound calling for CMR Cloud/Hybrid

Cisco Jabber Registration
Cisco TelePresence Endpoints (TC) Registration to UCM

e

NO calllicenses

»
isco (‘ %4,
BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public
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Secure Signalling and Media
VCS Media EncryptionRTP to SRTP

A VCs C VCS E

VL
o\ -
— = g Internet
«3> g
Media Media Media Media
Encryption Encryption Encryption Encryption

mode: Off mede: On mede: Auto mode: Best
------)—---MMOH
P SDES/SRTP(RFC4568)

R SDES/SRTP(RFC4568)
+ Auto: No media encryption policy applied by the VCS
* Best Effort: Use encryption if available otherwise fallback to unencrypted
* Force Encrypted: All media must be encrypted
* Force Unencrypted: All outgoing media will be unencrypted

* Encryption Policy applies to SIP and H.323 calls interworked to SIP
* Encrpytion Policy does not apply to H.323 calls ] (
by Y PP Ciscoll pr/
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Lync Integrated Architecture

Interop target architecture

TP Conference

Lync Servers Video
Phones

I

Fm

Personal

N\Tm

Legacy Non-Cisco Immersive '

end-points ~ H.323/SIP :
endpoint -

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public
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Conceptual diagram

Deployment Models e

Post migration deployment...Now with a focus on 3" party interop

- '; VCS Control I

54

SVC-AVC Gateway
+RDP/BFCP (CMR Scenarios)

[
N T —
* < ¥ P
F .3
" ||
of =

......... H.323

......... Management Cisco [( Vtr/
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Single Identity - Current limitations

K — S
B
R

m— Call (A/V)
wee M Session (IM/P)
SIP registration

Lyncsharesthesamedomain
“company.lab” for both A/V and IM&P

CUCM and IM&P needs separate domains.
i.e. “video.company.lab” and“company.lab”

= = - XMPP Registration (IM/P)

VCS Control “Lync Gateway”

LYNC Pool CUCM A/V
—[B* *@video.company.lab E
= .o — N =
b s > [l «
A
% CUCM IM/P
Q/)y
log
=N = ——— = — - — -»i_
Lo —
- =
Lync client Jabber client

Xmpp:jabber_user@company.lab

Microsoft Lync handles Audio, Video and IM&P with the same call control system
Cisco handles AV on CUCM/VCS and the IM&P is handled by the CUCM IM&P server.

Therefore Jabber needs two different URIs. One for Presence and one for Voice/Video.

|£| Microsoft Lync EI@
File Meet Mow  Tools  Help
IIPCinside edge - QuadCare ]I
Lync User 13 @ -
b4 Available -
1\ setYourLocation -
] A
L= 1 .?
L™
Find a contact ,':)
Groups Status Relationship §E i
O, .
Gianluca Ferre - Away
| Massime Finazzi - Away |

| Video Gianluca Ferre - Presence unknown

||:I Video Massimo Finazz - Presence unkn... I

Cisco best practices suggestto share the same domain for both Presence (managed by the CUCM IM&P) and Audio/Video (managed by CUCM/N/CS). This would
require Lync to send traffic to the two systems separately. Unfortunately Lync CAN'T splitroutes for a single domain to two separate addresses

Lync users will have to contact Jabber users using two different URI addresses (i.e. Massimo_Finazzi@video.company.lab for video calls and

Massimo_Finazzi@company.lab for IM chat sessions). Jabber Users will be listed twice inthe Lync buddy listsince two different contacts are needed.

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public
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IR,

VCS IM&P Federation & Video Integration - Combined
Lync to Jabber Migration - Directory VCS C

CUCM/IM&P

IM XMPP invite (4)

BRKUCC-2676

» Scalability testing still ongoing

____-______H\_IIEIE EIH_IIFLLE session (5)

Initial SIP invite (2)
VCS Dl'ectory

o | e
= s
S, z | R
{ ~~/f4 £ 50 /”.5‘\0“\
‘& v ze 7y 2
N R o ™
II§9 L ) g ¢” s®
l 's \\ ”
/A > EYTH L
AN Sa8¢
/ ) VCS L
ync Gateway
>
-) L]

This is currently ina pilot stage today

Application Note listed on the Cisco Interoperability Portal

Lync Frond End

—-—______-*

EX
(=4
B
]
<

—_—-

=
") a\‘.’\“‘-

%

Lvnc Server 2013 via Expressway to Cisco Unified Communications Manager Release 10.5 IM&P

© 2015 Cisco and/oritsaffiliates. All rightsreserved.
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Session Key Takeaway

Cisco Preferred Architecture for Video - recommended deployment models that
are prescriptive, out-of-the-box, built to scale and tested by Cisco.

VCS to UCM migration program and recommended process.

Single deploymentmodel for UCM conferencing with Conductor.

MRA allows external endpointsregistrationsto UCM.

B2B, Legacy Endpoints and Interoperability will continue to use VCS.
We are now ready to encourage migrating to a

UCM based video call control platform.

Cisco (lVf:/
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Complete Your Online Session Evaluation

Give us your feedback and receive a
Cisco Live 2015 T-Shirt!

Complete your Overall Event Survey and 5 Session
Evaluations.

* Directly from your mobile device on the Cisco Live
Mobile App

By visiting the Cisco Live Mobile Site
http://showcase.genie-connect.com/cimelbourne2015
* Visitany Cisco Live Internet Station located

throughout the venue Learn online with Cisco Live!

Visit us online after the conference for full
T-Shirts can be collected in the World of Solutions accessto sessionvideos and
on Friday 20 March 12:00pm - 2:00pm presentations. www.CiscoLive APAC.com

Cisco (lVf/

BRKUCC-2676 © 2015 Cisco and/or its affiliates. All rightsreserved. Cisco Public


http://showcase.genie-connect.com/clmelbourne2015
http://www.ciscoliveapac.com/

7

3 &S
=0 -
h.b o
ﬂ.c Im

(&

Thank you




ot
CISCO



